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ABSTRACT 

The global financial landscape is changing due to the rapid development and increasing adoption of Central 
Bank Digital Currencies (CBDCs). This article compares centralized ledger and blockchain-based systems in 
the context of CBDCs in terms of their effectiveness, scalability, security, and operational resilience. The study 
examines the scalability of four leading CBDC systems (eNaira, DCash, Digital Yuan, and Sand Dollar) under 
different transaction loads and measures key performance indicators such as transaction speed, latency, and 
system utilization. For example, Digital Yuan processed over 7 trillion RMB by mid-2024 alone, while eNaira 
had only achieved a 0.8% adoption rate among banked users by the end of 2022. Cash stands out with a 10% 
adoption rate in the Eastern Caribbean. The analysis also assesses potential vulnerabilities such as double-
spending and considers critical factors such as energy consumption, privacy, fault tolerance, and resilience to 
network outages. The findings illuminate the trade-offs between centralization and decentralization, providing 
a comprehensive understanding of the advantages and disadvantages of blockchain and centralized ledger 
architectures. This study offers guiding principles for the future development and implementation of CBDCs 
across diverse financial ecosystems and provides valuable insights into the challenges encountered during 
large-scale implementations. 

KEYWORDS: Blockchain, Centralized Ledger, Central Bank Digital Currencies, Scalability, Security, 
Efficiency 
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1. INTRODUCTION 

The swift ascent of Central Bank Digital 
Currencies (CBDCs) signifies a significant change in 
the international financial scene. In order to address 
the inefficiencies and inadequacies that are common 
in traditional financial systems, CBDCs have become 
a crucial instrument as countries work to upgrade 
their payment infrastructures and promote greater 
financial inclusion. The eNaira in Nigeria, the DCash 
in the Eastern Caribbean Currency Union (ECCU), 
the Digital Yuan (e-CNY) in China, and the Sand 
Dollar in the Bahamas are the four well-known 
CBDC implementations that are compared in this 
study. The study aims to give a thorough grasp of 
how CBDCs are changing monetary systems across 
various socioeconomic contexts by looking at their 
adoption trends, technological frameworks, and 
economic effects (Sethaput & Innet, 2024). 

The growing desire for more effective, safe, and 
inclusive payment methods as well as the increasing 
digitization of economies are the main drivers of the 
need for CBDCs. The majority of the world's 1.4 
billion unbanked individuals live in developing 
nations, according to the World Bank (IMF, 2022). By 
enabling smooth digital transactions and increasing 
access to financial services in disadvantaged areas, 
CBDCs present a possible solution to this problem. 
Nigeria's eNaira, for instance, aims to increase 
financial inclusion, but adoption is still sluggish; by 
the end of 2022, only 0.8% of bank account holders 
who are now active will be utilizing the platform 
(Van Vliet, 2023). Similar to this, DCash has a 10% 
adoption rate in the ECCU, indicating early success 
in integrating digital payments among the 600,000 
residents of the region (International Monetary Fund 
[IMF], 2022). 

From an economic standpoint, CBDCs have the 
ability to boost economic activity, enhance payment 
efficiency, and drastically reduce transaction costs. 
By the middle of 2024, for example, the Digital Yuan 
had handled over 7 trillion RMB (about $1 trillion 
USD) in transactions, demonstrating its crucial role 
in the Chinese economy (Hull & Sattath, 2024). Real-
time, safe transactions throughout The Bahamas are 
made possible with the Sand Dollar, which has a $3 
million circulation value and tackles the particular 
difficulties of a dispersed island economy. With an 
average processing time of less than five seconds, 
DCash also provides remarkable transaction speeds, 
highlighting the efficiency gains that digital 
currencies may provide over conventional payment 
methods (Mishra & Prasad, 2023). 

The wider economic effects of CBDCs are also 
examined in this paper, with a focus on how they 

might alleviate systemic inefficiencies. Financial 
inclusion has long been hampered by address 
challenges of traditional banking systems' high 
transaction costs. CBDCs, like eNaira and DCash, 
provide an alluring substitute with their minimal or 
nonexistent transaction fees (Kosse & Mattei, 2022). 
Additionally, the scalability of these systems 
guarantees their flexibility to meet present and future 
demands, as demonstrated by Digital Yuan's 
capability to process millions of transactions per 
second and DCash's ability to handle up to 10,000 
transactions per second (Caudevilla, 2021). 

In terms of technology, CBDCs are based on 
cutting-edge blockchain and cryptographic 
technologies that guarantee the durability, security, 
and transparency of virtual currencies. The 
permissioned blockchain architectures used by 
eNaira and Digital Yuan enable regulatory control 
while encrypting transaction data. Secure blockchain 
technology is also used by DCash and The Sand 
Dollar, which strengthen user confidence by 
preventing data manipulation. The crucial role that 
technology plays in CBDC development emphasizes 
the necessity of safe, effective solutions that give 
consumers confidence (Special Report: The Future of 
Banking, 2021). 

Apart from their technical and financial 
advantages, CBDCs also accomplish significant 
policy goals. They support regional and global trade, 
aid in the fight against illegal financial activity, and 
provide improved instruments for the transmission 
of monetary policy. Applications for cross-border 
trade are made possible, for instance, by the Digital 
Yuan's connection with systems such as Alipay and 
WeChat Pay, which streamline domestic 
transactions. The Sand Dollar's ability to facilitate 
transactions both inside and outside of The Bahamas 
is further demonstrated by its compatibility with 
mobile wallets and conventional banking systems 
(World Bank, 2023). 

CBDCs confront a number of obstacles despite 
their revolutionary potential, including sluggish 
adoption rates, infrastructure weaknesses, and 
privacy issues. The success of digital currencies is 
largely dependent on user participation and public 
awareness, as demonstrated by eNaira, where a 
significant percentage of wallets are inactive. A 
careful balance between control and user autonomy 
is also required because of the centralized character 
of many CBDCs, which raises questions about data 
privacy, government supervision, and possible abuse 
of centralized authority (Zamora-Pérez, 
Coschignano, & Barreiro, 2022). 

Similarly, the European Central Bank's Digital 
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Euro pilots and the Reserve Bank of India's Digital 
Rupee implementation demonstrate how CBDCs are 
shaped globally in diverse technological and political 
contexts. While the Digital Euro focuses specifically 
on privacy and interoperability, the Digital Rupee 
has been integrated into financial inclusion and 
payment systems reforms in India. These studies 
demonstrate that technological infrastructure is not 
limited to technical efficiency but is also directly 
linked to regional strategies and societal needs. 

This paper examines the societal and policy 
ramifications of CBDCs in addition to their 
technological and economic aspects. In order to 
contribute to the continuing discussion on the future 
of digital currencies and their role in creating more 
resilient and inclusive financial systems, this research 
will analyze case studies from four different regions 
in order to offer insightful information about the 
design, implementation, and wider effects of CBDCs. 
In the end, the results aim to educate stakeholders, 
financial institutions, and policymakers on the best 
practices and tactics needed to fully utilize CBDCs 
while resolving their inherent difficulties. 

2. THEORETICAL LENS 

A revolutionary development in the global 
financial system, central bank digital currencies 
(CBDCs) have the ability to update monetary 
frameworks and mitigate inefficiencies in 
conventional payment infrastructures. By utilizing 
cutting-edge technical frameworks like blockchain-
based and centralized systems, CBDCs seek to 
improve security, efficiency, and financial inclusion. 
These state-backed digital currencies, which are 
being investigated or piloted in more than 130 
countries, have the potential to transform financial 
transactions, enhance the implementation of 
monetary policies, and increase economic resilience. 

2.1. Blockchain-Based CBDCS 

Distributed ledger technology (DLT) is used by 
blockchain-enabled CBDCs, like the Bahamas' Sand 
Dollar and the Eastern Caribbean's DCash, to 
improve transparency, security, and resilience. 
Through the use of cryptographic protocols and the 
removal of middlemen, these systems guarantee 
transaction immutability and reduce the danger of 
fraud. Because blockchain-based solutions offer safe 
and easily accessible financial services to 
marginalized communities with inadequate banking 
infrastructure, they are especially beneficial for 
financial inclusion. For example, DCash makes it 
possible to conduct fast, inexpensive transactions in 
the Eastern Caribbean, and the Sand Dollar makes 

cross-border transfers easier. 
Nevertheless, scalability issues plague 

blockchain-based CBDCs, especially when it comes 
to consensus processes like Proof of Work (PoW) and 
Proof of Stake (PoS), which are frequently laborious 
and slow. These restrictions impede further adoption 
in larger economies by making it more difficult to 
handle high-frequency transactions. Furthermore, 
transaction latency and energy consumption 
continue to be major barriers to global scalability. 

2.2. Centralized Ledger-Based CBDCS 

Scalability, throughput, and smooth interaction 
with current financial systems are top priorities for 
centralized ledger-based CBDCs, including China's 
Digital Yuan (e-CNY) and Nigeria's eNaira. These 
systems are appropriate for managing national 
economies and preserving economic stability since 
they are designed to manage large transaction 
volumes. For instance, the Digital Yuan allows 
transactions totaling trillions of yuan by integrating 
with well-known systems such as Alipay and 
WeChat Pay. In a similar vein, the eNaira aims to 
facilitate business dealings and advance financial 
inclusion in Nigeria. Centralized CBDCs raise 
privacy and surveillance concerns despite their 
effectiveness. Although centralized control gives 
governments more control over financial stability 
and monetary policy, it also increases the possibility 
of transaction data exploitation and decreases 
consumer autonomy.  

2.3. Centralization Vs. Decentralization 

A basic contrast between centralization and 
decentralization is brought to light by the discussion 
of centralized and blockchain-based systems. 
Decentralization, according to blockchain 
proponents, democratizes financial access, improves 
transparency, and lessens dependency on 
middlemen. Through the reduction of single points 
of failure, these systems also increase resilience. On 
the other hand, proponents of centralized systems 
emphasize how they can guarantee adherence to 
legal requirements, provide scalability, and provide 
operational efficiency—all of which are essential for 
overseeing large-scale economies. 

The trade-offs that come with each strategy are 
demonstrated by real-world scenarios. With 30% of 
Bahamians using digital currency, blockchain-based 
CBDCs like the Sand Dollar show that they can 
address financial inclusion. However, their wider 
usefulness is limited by issues like slower transaction 
speeds and high energy costs. However, because 
they collect a lot of financial data, centralized 
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solutions like the Digital Yuan raise worries about 
privacy and governmental monitoring even while 
they offer unmatched scalability, processing millions 
of transactions per second. 

2.4. Study Objectives 

The purpose of this study is to examine how 
control, efficiency, and transparency are traded off in 
CBDC systems. In order to ascertain how CBDCs 
help update financial infrastructures, the research 
looks at scalability, security, and wider structural 
ramifications. The ultimate objective is to address a 
key concern is like financial inclusion, economic 
resilience, and monetary sovereignty while striking a 
balance between privacy, security, and efficiency. 

3. METHODOLOGY 

The simulation parameters used in this study 
were determined based on real-world capacity 
reports for each CBDC system, technical documents 
in the literature, and test data published by the 
relevant central banks. The goal is to remove abstract 
assumptions from theoretical models and base them 
on as realistic an infrastructure as possible. The node 
and transaction intervals used for the Monte Carlo 
simulation were adjusted to reflect the lowest and 
highest possible operational scenarios of the systems. 
For example, for the eNaira system, the ingress rate 
(λ) was set at 1,500 tps and the service rate (μ) at 3,000 
tps. These values were chosen based on stress test 
results of the Hyperledger Fabric infrastructure and 
the CBN's statements. The 5,000/10,000 tps rates for 
DCash reflect the transaction capacity specified in the 
ECCB's technical documentation. The Digital Yuan's 
parameters were taken from pilot data publicly 
available to the People's Bank of China. A transaction 
throughput of 500,000 tps and a service capacity of 
1,000,000 tps demonstrate that this system can serve 
a large user base at the national level. A smaller scale 
was chosen for Sand Dollar. The 1,000 tps throughput 
and 2,000 tps service rates were determined to 
represent the Bahamas' limited population and 
transaction volume. These differences between the 
parameters clearly reflect the scale and operational 
differences of the systems. Each value selection was 
meticulously determined to ensure fair, consistent, 
and system-context-appropriate performance 
comparisons. 

With an emphasis on security, scalability, and 
efficiency, this study compares Central Bank Digital 
Currencies (CBDCs) based on centralized ledgers 
with blockchain technology. To assess the trade-offs, 
performance, and computing complexity of both 
kinds of systems, the methodology combines a 

number of mathematical models and simulations. 
The study will use Big-O Notation, Monte Carlo 
simulations, Queuing Theory, and Comparative 
Trade-Off Analysis to examine four well-known 
CBDCs: eNaira, DCash, Digital Yuan (e-CNY), and 
Sand Dollar. 

Big-O Notation will be used to evaluate the 
computational complexity of both blockchain-based 
and centralized ledger systems in order to examine 
the scalability and effectiveness of the CBDC 
systems. The complexity of blockchain-based 
systems, such as DCash and the Sand Dollar, is 
predicted to increase logarithmically, or O(log(n)), 
where n is the number of nodes that are part of the 
network. This indicates that the computing effort 
grows considerably more slowly as the number of 
nodes rises. In particular, only a portion of nodes 
engage in transaction validation in Proof of Stake 
(PoS) systems, which lessens the overall computing 
burden. Therefore, it is anticipated that blockchain 
systems will scale effectively even as the network 
expands. On the other hand, the computational 
complexity of centralized systems such as the Digital 
Yuan and eNaira increases linearly, as indicated by 
the formula O(n), where n is the number of 
transactions being handled. The amount of 
computing power needed rises in direct proportion 
to the volume of transactions. This implies that as 
transaction volumes increase, centralized systems 
may experience performance degradation and need 
more resources or improvements to be effective. 

The computational complexity of centralized and 
blockchain-based systems under various transaction 
loads will be simulated using Monte Carlo 
simulations. For blockchain systems, the number of 
nodes (n) will be randomly assigned between 100 and 
10,000, and the O(log(n)) formula will be used to 
determine the associated computing complexity. For 
centralized systems, O(n) will be used to compute the 
complexity, and random values for the number of 
transactions (n) will be produced between 50,000 and 
1,000,000. The computational complexity that comes 
from 1,000 simulations of each system will be 
calculated for every run. The data will be displayed 
through scatter plots, showing how complexity 
increases for both blockchain and centralized 
systems, highlighting the differences in scalability 
and efficiency (Hajian Berenjestanaki et al., 2024; 
Rani et al., 2024) 

The M/M/1 queuing theory model will be used 
to assess the CBDCs' scalability and performance 
under actual transaction loads. This model is 
predicated on a single-server configuration with 
exponential service times and Poisson transaction 
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arrival rates. The objective is to evaluate each 
system's utilization, queue lengths, and transaction 
wait times.  Furthermore, the input parameters 
associated with Big-O analysis (number of nodes or 
number of transactions) were varied to suit each 
system's specific architecture. For blockchain-based 
systems, the number of nodes was randomly selected 
between 100 and 10,000, while for centralized 
systems, the number of transactions was set between 
50,000 and 1,000,000. These ranges are consistent 
with both the distributions frequently used in the 
literature and the expectations of the systems. 
Parameter justification is critical for the reliability 
and interpretability of the model results. The λ 
(arrival rate) and μ (service rate) values used in the 
queueing theory model were determined based on 
publicly available performance data and stress test 
reports for each CBDC system. For example, DCash 
was reported to reach up to 10,000 transactions per 
second in pilot tests (Khan et al., 2024); therefore, it 
was modeled as λ = 5,000 and μ = 10,000. Similarly, 
eNaira is stated in technical documentation to 
support up to 3,000 transactions per second 
(Sunnewsonline, 2023). These parameters were 
chosen to reflect the real-world transaction capacities 
of the systems. 

The following criteria will be established for every 
CBDC: eNaira, which has a 1,500 transaction rate (λ) 
and a 3,000 transaction rate (μ) per second; DCash, 
which has a 5,000 transaction rate (λ) and a 10,000 
transaction rate (μ); Digital Yuan, which has a 500,000 
transaction rate (λ) and a 1,000,000 transaction rate 
(μ); and Sand Dollar, which has a 1,000 transaction 
rate (λ) and a 2,000 transaction rate (μ) per second. 
Each system's utilization rate (ρ), which indicates 
how well each CBDC manages its transaction load, 
will be determined by the queuing theory model. To 
evaluate the effectiveness of transaction processing 
and user experience, the queue lengths and wait 
durations (Wq) will also be calculated (Muharam et 
al., 2024; Rubeis, 2024). 

An Analysis of Comparative Trade-Offs The table 
will list the four CBDC systems' advantages and 
disadvantages according to three important criteria: 
scalability, efficiency, and security. The performance 
of each method will be compared side by side in this 
table, illustrating the relative benefits and difficulties 
of each. The examination will concentrate on how 
centralized systems may offer higher efficiency at the 
expense of scalability and possible privacy issues, 
whereas blockchain systems may offer better 
scalability but may be less effective for high-
frequency transactions. 

While the Weighted Scoring Model provides a 

structured framework for comparing systems, it does 
have some limitations. First, the weights assigned to 
each metric (security 40%, efficiency 30%, scalability 
30%) are based on the researcher's discretion, and 
different experts may assign different weights. 
Similarly, scores ranging from 1 to 10, even if 
supported by objective data, may contain subjective 
interpretations, which in turn may influence the 
model's results. It is risky to assume that these results 
are universally valid without conducting alternative 
scenario analyses or sensitivity analyses. 
Furthermore, more qualitative aspects of the systems, 
such as long-term sustainability, resilience, or user 
experience, are not included in the evaluation. 
Therefore, these scores are only valid under specific 
technical indicators. 

Lastly, each CBDC system's overall performance 
will be assessed using the Weighted Scoring Model. 
Each of the three metrics—security, efficiency, and 
scalability—will have a weight (security = 40%, 
efficiency = 30%, and scalability = 30%). Each CBDC's 
performance will be rated on a scale of 1 to 10. The 
following formula will be used to determine the 
weighted total: 

Weighted Total=(Security Score×0.4)+(Efficiency 
Score×0.3)+(Scalability Score×0.3) 

By comparing the four CBDC systems 
quantitatively, this method will provide light on their 
relative advantages and disadvantages in practical 
settings. Through the use of Big-O Notation, Monte 
Carlo simulations, Queuing Theory, and 
Comparative Trade-Off Analysis, this methodology 
will provide a thorough comparison of centralized 
and blockchain-based CBDC systems, giving 
financial institutions and policymakers important 
information about the security, efficiency, scalability, 
and performance of various CBDC strategies. 

4. DATA 

4.1. Blockchain-Based E-Naira 

Africa's first central bank digital currency 
(CBDC), the eNaira was introduced by the Central 
Bank of Nigeria (CBN) in October 2021 with the goals 
of promoting financial inclusion, facilitating 
remittances, and increasing the effectiveness of the 
payment system (Ogiri, 2022). About 0.8% of 
Nigeria's active bank accounts, or 860,000 retail 
eNaira wallets, have been downloaded as of 
November 2022. By mid-2022, merchant wallet 
downloads had increased to 100,000 (Allende et al., 
2024). With only 14,000 transactions every week and 
an average transaction value of 60,000 naira, 
adoption has been slower than expected, and most 
wallets are now dormant. By encouraging merchant 
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acceptance and increasing access to unbanked 
people, the CBN is tackling these issues (Ozili, 2023). 

The picture sheds light on how eNaira, Nigeria's 
central bank digital currency (CBDC), is being 
adopted and used. It draws attention to patterns in 
transaction activity, wallet downloads, and 

transaction values over time. At first, there is a sharp 
rise in the total number of eNaira wallet downloads, 
with retail wallets outperforming merchant wallets 
by a wide margin. Wallet adoption growth seems to 
be stabilizing after an initial surge. 

 

Figure 1: eNaira, 2021-2022 Data (Ree, 2023). 

Weekly measurements of transaction activity 
reveal a sharp increase in transaction volumes and 
values around the middle of 2022, suggesting a spike 
in consumption at that time. Nevertheless, there is a 
discernible dip after this surge, indicating that 
activity may have peaked. Similar patterns can be 
seen in the monthly transaction figures per wallet, 
which show a notable spike in mid-2022 due to 
increased wallet activity. Over time, there are 
variations in the average value per transaction. 
Midway through 2022, there is a notable increase in 
transaction values, which is followed by a decrease 
and stabilization. Together, these patterns provide 
insight into how eNaira is being adopted and used in 
its early phases. 

Near real-time transactions are supported via the 
eNaira technology, which offers notable payment 
efficiency. With stress tests showing a capability of 
up to 3,000 transactions per second, it is built on top 
of Hyperledger Fabric and is intended to manage 
large transaction volumes (Sunnewsonline, 2023). 
Adoption is further encouraged by the CBN's 
subsidization of transaction expenses, which makes 
them free for users. Compatibility with the wider 
financial ecosystem is ensured by the system's 
smooth integration with Nigeria's current banking 
and payment infrastructures, including the Nigeria 
Inter-Bank Settlement System (NIBSS). Attempts are 
being made to use national identity numbers and 
mobile technology to provide eNaira access to 
unbanked people (Auer, 2022). 

The eNaira, which runs on a permissioned 
blockchain and guarantees that only authorized 

entities authenticate transactions, continues to be 
built on security. To safeguard transaction data, the 
system is strengthened with cutting-edge 
authentication and encryption techniques (Ree, 
2023). Additionally, it maintains financial integrity 
by adhering to anti-money laundering (AML) and 
combating the financing of terrorism (CFT) 
standards. Although the eNaira has a strong 
technical base, privacy issues and the possibility of 
governmental control and manipulation are brought 
up by its centralization (Rawat, 2023). The Central 
Bank of Nigeria (CBN) has been working to improve 
user engagement and increase access in an effort to 
completely integrate eNaira into Nigeria's financial 
ecosystem, but adoption has been slow (Ozili, 2021). 

4.2.  Blockchain-based DCash 

The Eastern Caribbean Central Bank (ECCB) 
created DCash, a digital currency that serves eight 
Eastern Caribbean Currency Union (ECCU) 
members, including Dominica, Saint Lucia, and 
Antigua & Barbuda. With a stated acceptance rate of 
more than 10% in test zones, it aims to reach the 
region's 600,000+ residents (de Haro Moraes et al., 
2024). Millions of Eastern Caribbean dollars (XCD) 
worth of transactions have been made possible via 
DCash since its inception. Because of this, it is a 
promising attempt to improve regional financial 
inclusion and digital payments (Appendino et al., 
2023). 

With an average transaction time of less than five 
seconds, the platform offers quick and effective 
payment processing. Pilot stress tests have shown 
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that it can process up to 10,000 transactions per 
second (Khan et al., 2024). Transactions are free for 
individuals, while businesses pay small fees based on 
the amount of transactions. This pricing plan seeks to 

maintain operational effectiveness while promoting 
both personal and business use (Finch, Garcia-Singh, 
& Duke, 2021). 

 

Figure 2: ECCU Quarterly Inflation Rates (Eastern Caribbean Central Bank, 2024). 

The Eastern Caribbean Currency Union's (ECCU) 
quarterly inflation rates are shown in the graph as a 
12-month percentage change between March 2019 
and March 2024. It depicts notable changes in the 
economic landscape by capturing the variations in 
inflation during this time frame (Haans et al., 2023). 

The graph's early portion, which spans March 
2019 to late 2020, shows deflation at this time due to 
comparatively low inflation rates and a brief fall into 
negative territory. This might be an indication of 
weak economic activity, possibly brought on by 
regional or worldwide occurrences like the COVID-
19 pandemic.  

Inflation rates start to climb gradually in 2021, 
either as a result of external factors such as supply 
chain disruptions or greater economic activity. This 
increasing trend lasts until the middle of 2022, when 
inflation reaches its maximum point on the graph, at 
about 10%.  

The spike points to a time of increased pricing 
pressures, either brought on by the volatility of oil 
prices or the global economic recovery. Inflation 
starts to drop from the middle of 2022 and continues 
to do so through 2023 and early 2024. By March 2024, 
inflation is expected to have stabilized and be closer 
to more moderate levels. The ECCU's inflationary 
pressures during a five-year period are clearly 
depicted by this pattern.  

To sum up, DCash supports the digital 
transformation of payments in the ECCU by 
combining effective transaction processing, regional 
scalability, and strong security measures. Although 

its popularity is still increasing, its operational model 
and technical infrastructure make it a serious 
candidate for regional adoption. 

Table 1: Enaira And Dcash Metrics 
Metric eNaira DCash 

Adoption 
1M+ users; ₦4B 

transaction volume 

10% population in 

ECCU; millions XCD 

transaction value 

Transaction Speed Near real-time Under 5 seconds 

Throughput (TPS) ~20,000 ~10,000 

Scalability 

Nationwide, 

integrates with 

banks 

Regional (8 

countries), 

interoperable 

Security 

Permissioned 

blockchain, 

advanced 

cryptography 

Blockchain 

immutability, key 

encryption 

Transaction Costs Near zero Zero for individuals 

Like Hyperledger, DCash is based on a specially 
designed blockchain architecture that is scalable 
locally. It ensures interoperability and user 
convenience by integrating with current regional 
banking systems and mobile wallets and enabling 
smooth cross-border payments within ECCU 
member nations. Because of these characteristics, it is 
especially well-suited to the ECCU's multi-national 
setting (Sarkar et al., 2024). In order to maintain the 
integrity of the platform and avoid tampering with 
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transaction history, DCash uses blockchain 
immutability. It protects transaction data while 
preserving secrecy by using private-public key 
encryption (Hrnjic & Gordon, 2022).   

Independent security companies regularly 
conduct audits and penetration tests on the site to 
strengthen its defenses against possible attacks. 
However, the system's centralized architecture and a 
recent crash raise questions about fraud, outages, and 
the inability to function offline during disruptions 
(Zohuri, Nguyen, & Moghaddam, 2022). 

4.3. Centralized Ledger: Digital Yuan 

The People's Bank of China (PBOC) is the issuer of 
the Digital Yuan (e-CNY), a Central Bank Digital 
Currency (CBDC) that is in use in numerous Chinese 
cities through comprehensive trial programs. By 
combining both centralized and decentralized 
elements, the currency's hybrid model enables the 
central bank to maintain control while utilizing 
blockchain-based infrastructure for improved 
security, transparency, and immutability (Auer, 
Cornelli, & Frost, 2020). 

 

Figure 3: Digital RMB Transaction Values Over Time. 

From June 2021 to June 2024, the graph shows the 
Digital RMB's transaction values over time, 
expressed in billions of RMB. It records the sharp rise 
in digital currency transactions, which is indicative of 
the Digital RMB's growing acceptance and use.  

Transaction values are comparatively low during 
the first phase, which runs from June 2021 to May 
2022. They begin at 34.5 billion RMB and 
progressively rise to 83 billion RMB by May 2022. 
This sluggish growth can be a sign of limited use 
cases and early adoption. 

However, the graph exhibits a steep increase 
tendency starting in August 2022. By August 2022, 
transaction values will have surpassed 1 trillion RMB 
(1,004 billion RMB), indicating a notable increase in 
adoption and usage. With values reaching 1.8 trillion 
RMB by June 2023 and then soaring to 6.6 trillion 
RMB in May 2024, this rise picks up even more speed. 

The graph reaches its peak when transaction 
values hit 7 trillion RMB in June 2024. This sharp rise 
in transaction volume indicates that the Digital RMB 
is becoming more and more integrated into different 
facets of economic activity, indicating that it is a 

developing and growing digital currency.  
With the Chinese government providing billions 

of yuan in subsidies to promote adoption, more than 
260 million people had opened digital wallets for e-
CNY as of 2023 (Financial Stability Board, 2023). The 
Digital Yuan has been implemented in a number of 
large cities, such as Beijing, Shanghai, Shenzhen, and 
Chengdu. Several hundred million people have used 
digital currency in these pilot areas (Zhang et al., 
2024). With millions of transactions processed every 
day, e-CNY handled over 5.6 trillion yuan (about 
$800 billion) in transactions by the end of 2023. 
Especially in areas with ongoing pilot programs, the 
number of retailers accepting e-CNY keeps growing 
(Jones, 2023). 

Because the system completes transactions in a 
matter of seconds, both customers and merchants can 
utilize it on a daily basis. The platform's hybrid 
architecture allows for high throughput and 
scalability, enabling it to process millions of 
transactions per second during peak hours (Chen, 
2021). Due to government subsidies, transaction fees 
are either negligible or nonexistent for both firms and 
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customers. In order to guarantee broad adoption and 
smooth operation, the Digital Yuan's infrastructure is 
designed to be extremely scalable, able to manage 
China's sizable population, and connected with 
current payment systems like Alipay and WeChat 
Pay (Cheng, 2022). 

With the Chinese government investigating the 
possibility of using the Digital Yuan in cross-border 
transactions, it is also anticipated to spread further 
throughout China. In addition to integrating with 
conventional banking networks and mobile wallets 
for convenience, the e-CNY is made to function 
flawlessly with a variety of payment systems (CBN 
Editor, 2021). Using a permissioned blockchain that 
provides transparency while retaining control under 
the People's Bank of China (PBoC), the Digital Yuan 
uses blockchain technology to guarantee 
immutability and transaction security (Dapp, 2021). 

Advanced cryptographic techniques, such as 
private-public key encryption and digital signatures, 
protect user data and transaction integrity. Despite 
using blockchain for security, the PBoC retains full 
control over the issuance, tracking, and auditing of e-
CNY transactions, enabling regulatory oversight and 
mitigating risks associated with decentralized 
systems (Xie et al., 2024). Regular security audits and 
continuous monitoring are conducted to uphold 
network integrity, ensuring a secure and reliable 
system for digital currency transactions (Movroydis, 
2022). 

4.4. Centralized Ledger: Sand Dollar 

The Central Bank of The Bahamas (CBOB) is the 
issuer of the Sand Dollar, a Central Bank Digital 
Currency (CBDC). With an emphasis on financial 
inclusion and modernizing the payment system, it 

was introduced in 2020, is now fully functional, and 
has been implemented throughout the nation (Tinn, 
2024). The Central Bank of The Bahamas maintains 
complete authority over the issuance, regulation, and 
oversight of the Sand Dollar since it functions as a 
centralized digital currency (Central Bank of The 
Bahamas, 2023). 

According to recent studies, more than 30% of 
Bahamians have adopted the Sand Dollar, with a 
notable uptake in underserved and isolated 
communities with limited access to traditional 
financial institutions. It is distributed over all of the 
Bahamas' main islands and is accessible nationally. 
Since its introduction, the currency has handled 
millions of transactions and is becoming more and 
more popular in both the public and private spheres. 
The Sand Dollar is currently a widely accepted 
digital money in the Bahamas, accepted by more than 
5,000 merchants nationwide (Colebrook, 2022). 

The chart shows the Bahamas Sand Dollar's 
circulation value from January 2021 to March 2024, 
expressed in US dollars. It shows how this digital 
money has grown since its introduction and how the 
Bahamian economy is using it more and more.  

According to the graph, the Sand Dollar was 
formally introduced in March 2021. Circulation 
values are comparatively modest in the early post-
launch era, remaining below $500,000 for the 
majority of 2021. Since digital money was made 
available to the general public and incorporated into 
the financial system, this phase most likely reflects 
the early adoption stage.  

The graph indicates a steady rise beginning in late 
2021 and continuing into 2022, with circulation 
reaching $1 million by the middle of the year. This 
consistent rise is a result of growing use cases and 
increased consumer and industry acceptability. 

 
Figure 4: Circulated Bahamas Sand Dollars (Jones, 2024). 

A notable increase trend with rapidly increasing circulation levels appears by the middle of 2023. 
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Rapid growth occurs during this time, with the entire 
amount reaching almost $2.5 million by the 
beginning of 2024. The steep growth points to more 
acceptance across a range of industries, 
demonstrating trust in the digital currency and its 
expanding function in enabling business dealings.  

The Bahamas Sand Dollar's achievements as a 
central bank digital currency (CBDC) and its 
incorporation into the national economy are 
highlighted by the fact that it reaches its peak 
circulation level of about $3 million by March 2024. 
The Sand Dollar is appropriate for daily use since it 
provides real-time transaction processing, with the 
majority of transactions being finished in a matter of 
seconds. Although precise throughput statistics are 
not made public, the system is built to manage a high 
volume of transactions, and the infrastructure has 
been proven to withstand periods of high demand 
(Scholten et al., 2024). Although corporations may 
pay small fees based on transaction volume, 
transaction fees for users are negligible or 
nonexistent because the Central Bank covers the costs 
for people. The Central Bank of The Bahamas 
oversees the scalable and secure infrastructure that 
supports the Sand Dollar to make sure it can 
accommodate the demands of the scattered island 

populations (Haans et al., 2023). 
The Central Bank is investigating potential cross-

border payment options with nearby Caribbean 
nations, notwithstanding the system's countrywide 
functioning. Because the Sand Dollar is compatible 
with current payment systems, users may conduct 
transactions using both mobile wallets and 
conventional bank accounts, guaranteeing a smooth 
cross-platform payment experience (Koldovskyi et 
al., 2024). For transaction verification, The Sand 
Dollar uses secure ledgers and cutting-edge 
encryption, guaranteeing the integrity and 
immutability of transaction records (Branch, Ward, & 
Wright, 2023). 

To safeguard user identities and transaction 
information, the system makes use of private-public 
key encryption and further cryptographic 
techniques. The Central Bank retains centralized 
control over the issue, validity, and monitoring of the 
Sand Dollar, guaranteeing complete governance and 
security, even while blockchain technology is 
employed for safe transactions. The Central Bank 
maintains the network's security and integrity 
through routine audits and system inspections (Hull 
& Sattath, 2024). 

Table 2: Digital Yuan And Sand Dollar Metrics. 
Metric Digital Yuan Sand Dollar 

Adoption 260M+ users; ¥5.6 trillion transaction volume 
30% of the Bahamian population; millions of 

transactions processed 

Transaction Speed Near real-time (seconds) Real-time or within a few seconds 

Throughput (TPS) Millions of transactions per second 
Designed to handle large volumes (exact TPS not 

published) 

Scalability 
Nationwide, integrated with Alipay, WeChat 

Pay, and banks 

Nationwide (8 islands), interoperable with banks 

and mobile wallets 

Security 
Permissioned blockchain, advanced 

cryptography 

Blockchain immutability, private-public key 

encryption 

Transaction Costs Minimal or zero for users and businesses Zero for individuals; nominal fees for businesses 

4.5. Results 

4.5.1. Big-O Notation 

Let's review the efficiency, scalability, and 
security estimates for the four CBDCs: Sand Dollar, 
DCash, eNaira, and Digital Yuan (e-CNY). 

A mathematical idea known as "Big-O Notation" 
describes how an algorithm's or system's 
computational complexity increases with the size of 
its input. Big-O helps measure how systems scale 
with more data or complexity by concentrating on 
the key element that affects performance. In order to 

assess the effectiveness and scalability of blockchain-
based systems that use Proof of Stake (PoS), we 
compare their computational complexity with that of 
centralized ledger systems. 

The logarithmic complexity of blockchain systems 
that use the PoS paradigm is O(log(n)), where N is 
the number of nodes in the network. Because of its 
logarithmic growth, the network's computing load 
increases very little as it grows. Not every node takes 
part in every transaction in PoS systems. Rather, a 
group of nodes is selected to validate transactions, 
and as the network gets bigger, the size of this 
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selection gradually rises. For instance, the 
computational effort increases just slightly when the 
number of nodes is doubled from 100 to 200. Because 
blockchain systems' processing demands do not 
increase dramatically even with dramatic network 

size expansion, their logarithmic growth guarantees 
that they are extremely scalable and appropriate for 
big, decentralized networks. 

 

 
Figure 5: Complexity Comparison Blockchain Vs Centralized Ledger. 

On the other hand, O(n), where N is the number 
of transactions being handled, is the linear 
complexity of centralized ledger systems. Each 
transaction increases the total processing burden in 
these systems. The computing demands double the 
number of transactions twice, for example, from 
50,000 to 100,000. Because centralized systems 
usually handle transactions in batches or 
sequentially, the computing load increases 
proportionately to the volume of transactions. 
Because of this linear tendency, centralized systems 
may experience bottlenecks when transaction 
demand is high unless major modifications are made, 
like using parallel processing or more potent 
hardware. 

The revised graph makes it evident how these two 
systems differ in terms of scalability. The graph's 
blue line, which remains almost flat, illustrates how 
well blockchain systems manage growing node 
counts due to their logarithmic complexity. The red 
dashed line, on the other hand, represents centralized 
ledger systems, which exhibit a linear growth pattern 
and a dramatic rise in complexity as transaction 
volumes increase. Blockchain systems' considerable 
scalability advantage arises from their logarithmic 
complexity, which makes them perfect for managing 
vast and dispersed networks.  

PoS-based systems guarantee effective operations 
even as the network expands by lowering processing 
needs by only using a portion of nodes for 
transaction validation. On the other hand, because of 
their linear complexity, centralized systems have 
trouble scaling. Although they work well for smaller-
scale organizations, as transaction volumes rise, they 
perform worse, requiring large infrastructure 

investments to meet demand. 
The recalculated graph concludes by confirming 

that blockchain systems are more scalable and 
efficient than centralized systems due to their 
logarithmic growth. The slight rise in the blue line 
illustrates how blockchain can manage bigger 
networks without requiring appreciably more 
processing power. In the meantime, the red line's 
sharp ascent shows how centralized systems 
encounter more difficulties as transaction volumes 
increase. Large-scale decentralized networks can 
benefit greatly from blockchain's scalability, 
particularly in PoS models, whereas centralized 
systems are still constrained by their linear 
development and ongoing infrastructure 
improvements. 

4.5.2. The Monte Carlo simulation 

The purpose of the Monte Carlo simulation was to 
compare the computational complexity of two 
systems: centralized ledger systems and blockchain-
based systems that use Proof of Stake (PoS). The 
objective of this simulation was to demonstrate how 
Big-O Notation, specifically the logarithmic growth 
of blockchain systems and the linear growth of 
centralized systems, impacts scalability by modeling 
how each system's computational complexity 
changes as their respective input sizes (number of 
nodes for blockchain and number of transactions for 
centralized systems) increase. 

For centralized transactions (50,000 to 1,000,000) 
with complexity O(n) and blockchain nodes (100 to 
10,000) with complexity O(log(n)), the simulation 
produced random results. The complexity of the 
centralized system was determined to be O(n) based 
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on transactions, while the complexity of the 
blockchain system was determined to be O(log(n)) 
based on node values. The computational difficulty 

was calculated for each of the 1,000 simulation runs 
that were performed on both systems using random 
node and transaction values. 

 

Figure 6: The Outcome of the Monte Carlo Simulation. 

The relationship between the number of nodes 
and the computational complexity of the blockchain-
based system is clearly shown in the results by the 
blue scatter plot. As anticipated, the complexity 
develops logarithmically, which means that the 
computing effort needed for transaction validation 
rises with the number of nodes, albeit considerably 
more slowly. For example, there is very little increase 
in computing complexity as the number of nodes 
rises from 100 to 1,000 or from 1,000 to 10,000. This is 
because of the way Proof of Stake (PoS) is structured, 
which lowers the network's overall load by only 
choosing a portion of nodes for transaction 
validation.  

Even when the number of nodes in a blockchain 
system increases, it still scales effectively. Because of 
this, blockchain technology works especially well in 
big, dispersed networks where a high number of 
nodes may be added without noticeably affecting 
performance. 

Conversely, with centralized ledger systems, the 
red scatter plot shows the linear relationship between 
the number of transactions and the processing 
complexity. The computational complexity rises in 
direct proportion to the number of transactions. For 
instance, the computing complexity doubles if the 
number of transactions is twice (for instance, from 
50,000 to 100,000). The sequential or batch processing 
of transactions by centralized systems, where each 
new transaction increases the overall computing 
load, is reflected in this linear trend. 

As transaction volumes increase, centralized 
systems encounter difficulties since processing effort 
rises in direct proportion to transaction volume, 

potentially creating bottlenecks. Blockchain systems, 
on the other hand, scale effectively as the number of 
nodes increases and require no extra computational 
power due to their O(log(n)) complexity. The report 
emphasizes that centralized systems may suffer 
without infrastructure changes since their 
performance deteriorates with increased transaction 
volumes, whereas blockchain systems provide 
superior scalability. 

4.5.2. Queuing Theory Analysis 

The M/M/1 queuing theory model was used in 
the experiment to assess the scalability and 
performance of four digital currency systems: 
eNaira, DCash, Digital Yuan, and Sand Dollar. 
Poisson transaction arrival rates, exponential 
transaction service times, and a single-server 
configuration are assumed in this model. The 
purpose of the analysis was to evaluate each system's 
utilization, queue lengths, and transaction wait times 
under actual transaction loads. 

System requirements served as the basis for the 
analysis's parameters. In order to reflect its claimed 
near real-time transaction capabilities, eNaira set its 
arrival rate (λ\lambdaλ) at 1,500 transactions per 
second and its service rate (μ\muμ) at 3,000 
transactions per second. Given its high throughput 
and potential for regional scaling, DCash's arrival 
rate (λ\lambdaλ) was set at 5,000 transactions per 
second and its service rate (μ\muμ) at 10,000 
transactions per second. A service rate (μ\muμ) of 
1,000,000 transactions per second and an arrival rate 
(λ\lambdaλ) of 500,000 transactions per second were 
used to model the Digital Yuan system's ability to 
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process millions of transactions. 
Given its relatively low acceptance and 

throughput, the Sand Dollar was given an arrival rate 
(λ) of 1,000 transactions per second and a service rate 
(μ) of 2,000 transactions per second. According to the 
results, all systems were operating at 50% capacity 
with a utilization rate (ρ\rhoρ) of 0.5, which left them 
with plenty of headroom to handle extra transaction 
loads. With an average wait time in the queue (Wq) 
of 0.000333 seconds (333 microseconds) and an 
average queue length (Lq) of 0.5 transactions, the 
eNaira system demonstrated effective processing 
capabilities for its transaction volume. 

With an average queue length of 0.5 transactions 
and a queue wait time of 0.0001 seconds (100 
microseconds), DCash showed comparable 
efficiency. With its enormous transaction capacity, 
the Digital Yuan demonstrated its ability to perform 
a large number of transactions with almost no delay 
by having the shortest queue wait time, which was 
0.000001 seconds (1 microsecond). Last but not least, 
the Sand Dollar demonstrated a moderate processing 
capacity in relation to its load, with an average queue 
length of 0.5 transactions and a queue wait time of 
0.0005 seconds (500 microseconds). 

According to our analysis, all four systems have a 
high potential for scalability, minimum delays, and 
efficient operation at their current transaction 
volumes. From the very immediate processing of the 
Digital Yuan to the dependable and scalable 
operation of systems like DCash, eNaira, and the 

Sand Dollar, the findings show the systems' diverse 
capabilities. These results highlight how well-suited 
each system is for the use case for which it is 
designed, whether it is deployed at the regional or 
national level. 

Our analysis indicates that with their current 
transaction volumes, all four systems have a high 
potential for scalability, minimal delays, and 
effective functioning. The results demonstrate the 
systems' wide range of capabilities, from the 
instantaneous processing of the Digital Yuan to the 
stable and expandable functioning of systems like 
DCash, eNaira, and the Sand Dollar. Whether each 
system is implemented at the regional or national 
level, these findings demonstrate how well-suited 
each system is for the use case for which it was 
created. 

The eNaira is exceptionally secure, using cutting-
edge cryptography and a permissioned blockchain to 
provide a strong defense. Although it can process 
approximately 3,000 transactions per second, its 
scalability and efficiency are concerns, and its high 
percentage of inactive wallets suggests that it has 
struggled to gain traction. 

The Sand Dollar, on the other hand, has a 30% 
acceptance rate in The Bahamas and facilitates real-
time transactions, making it ideal for small-scale, 
localized use. Although it works well within its 
parameters, the Sand Dollar's promise in larger or 
more complicated economies is constrained by its 
lack of scalability. 

Table 3: Comparative Trade-Off Analysis Table. 

Metric eNaira DCash Digital Yuan Sand Dollar 

Security 

High: Permissioned blockchain, 

advanced cryptography, 

AML/CFT compliance. Privacy 

concerns due to centralized 

control. 

Medium: Blockchain-based, 

strong encryption, but a 

recent system crash raises 

reliability concerns. 

High: Permissioned 

blockchain, advanced 

cryptography, robust 

government control. 

Medium: Blockchain 

immutability and 

encryption, but 

centralized with privacy 

concerns. 

Efficiency 

Medium: ~3,000 TPS, near real-

time transactions, subsidized 

costs for users. 

High: ~10,000 TPS, under 5 

seconds per transaction, 

nominal fees for businesses. 

Very High: Millions of 

TPS, near real-time, 

minimal or no transaction 

fees. 

Medium: Designed for 

large volumes and real-

time processing, but the 

exact TPS is not disclosed. 

Scalability 

Medium: Nationwide 

integration with banks, 

moderate adoption (1M+ users, 

₦4B volume). 

Medium: Regional scaling 

across 8 countries (ECCU), 

gradual adoption (~10% of 

600K population). 

Very High: Nationwide 

scaling in China, 

integrated with 

Alipay/WeChat Pay, over 

260M wallets, ¥7T 

transaction volume. 

Low: Island-specific, 

~30% adoption in The 

Bahamas, suitable for a 

small, dispersed 

population. 

In conclusion, the Sand Dollar works well for 
smaller populations, but the Digital Yuan is the most 
suitable method for use across the country. The 
intermediate ground is occupied by DCash and 

eNaira, each of which has unique advantages and 
disadvantages that make them appropriate in 
particular situations but less flexible overall. 
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Table 4: Weighted Scoring Table. 

Metric Weight 
eNaira 

(Score) 

DCash 

(Score) 

Digital 

Yuan 

(Score) 

Sand 

Dollar 

(Score) 

Security 40% 8 6 9 7 

Efficiency 30% 6 8 10 6 

Scalability 30% 5 6 10 4 

Weighted 

Total 
- 6.7 6.9 9.1 5.9 

The performance of four CBDCs—eNaira, DCash, 
Digital Yuan, and Sand Dollar—is assessed and 
contrasted in the table based on three important 
criteria: security, efficiency, and scalability. Based on 
their relative relevance, each metric is given a weight; 
security is the critically significant at 40%, followed 
by efficiency and scalability at 30% each. Each 
CBDC's performance in each parameter is 
represented by a score on a scale of 1 to 10. This is 
how the weighted total is determined: 

Weighted Total=(Security Score×0.4)+(Efficiency 
Score×0.3)+(Scalability Score×0.3) 

4.5. Analysis Of Metrics 

1. Security (40%): 
Digital Yuan (9): Provides centralized control, 

permissioned blockchain, and strong encryption for 
safe activities.  

eNaira (8): Advanced cryptography and 
compliance mechanisms provide high-level security, 
but the centralized structure presents privacy 
problems. 

Sand Dollar (7): Sufficient security, but privacy 
issues and centralized government control are issues. 

DCash (6): Despite being blockchain-based, a 
recent system meltdown raises doubts about its 
dependability.  

2. Efficiency (30%): 
Digital Yuan (10): Provides millions of 

transactions per second, almost instantaneous 
transactions, and low prices.  

DCash (8): Effective processing at the regional 
level and high throughput with 10,000 TPS. 

eNaira (6): Near real-time transactions with a 
moderate throughput (3,000 TPS); however, 
adoption issues reduce overall effectiveness. 

Sand Dollar (6): Compared to competitors, 
throughput data is restricted, but real-time 
transactions are dependable.  

3. Scalability (30%): 
With its countrywide operations, smooth 

platform connections, and capacity to manage high 
transaction volumes, Digital Yuan (10) exhibits 

remarkable scalability.  
DCash (6): Only works for regional applications, 

but it scales well among the eight ECCU nations. 
eNaira (5): Limited adoption and inactive wallets 

limit its moderate scalability within Nigeria. 
Due to its concentration on a tiny, island-based 

population, Sand Dollar (4) has limited scalability.  

Table 5: Weighted Total Scores. 
CBDC Weighted Total Score 

Digital Yuan 9.1 

DCash 6.9 

eNaira 6.7 

Sand Dollar 5.9 

Table 6: Comparison Of Weighted Total Scores For 
Blockchain-Based And Centralized Ledger Cbdcs. 

CBDC Weighted Total Score 

Total for Centralized Ledger 15.8 

The Average for Centralized 

Ledger 
7.9 

Total for Blockchain-Based 12.8 

The Average for Blockchain-

Based 
6.4 

5. CONCLUSİON  

Central Bank Digital Currencies (CBDCs) have the 
potential to revolutionize payment efficiency, 
financial inclusion, and monetary systems. Every 
CBDC system has distinct advantages and 
disadvantages based on certain use cases. 

With its potential to execute millions of 
transactions per second and its smooth integration 
with platforms such as Alipay and WeChat Pay, the 
Digital Yuan stands out for its scalability and 
efficiency. It is perfect for large-scale economies, with 
over 260 million wallets and ¥7 trillion in 
transactions. Its centralized architecture, however, 
increases privacy and surveillance issues, making 
strong data protection necessary.  

Systems based on blockchain, such as the Sand 
Dollar and DCash, are excellent in terms of security 
and regional flexibility. Although DCash processes 
10,000 transactions per second across eight ECCU 
countries, it has reliability and scalability issues. 
Similarly, although it is only used on a small scale, 
the Sand Dollar benefits 30% of the Bahamas' 
population. Although scalability is necessary for 
wider applications, these solutions show the promise 
of blockchain technology.  

The influence of the eNaira, Africa's first CBDC, is 
limited by adoption hurdles like poor awareness and 
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merchant integration, despite its robust security and 
zero transaction costs. A throughput of 3,000 
transactions per second and 85% of wallets sitting 
dormant underscore the necessity of infrastructure 
investment and user education. 

In order to balance scalability, security, and 
privacy, central banks must match CBDC 
architecture with the desired use cases. Large 
economies benefit from centralized systems, while 
regional requirements are best served by blockchain-
based solutions. Privacy concerns might be 
addressed by hybrid approaches that combine 
efficiency and transparency. Success depends on 
adoption tactics, such as financial incentives and 
public awareness initiatives. CBDCs can update 
financial ecosystems and optimize their societal 
benefits by customizing structures and encouraging 
cooperation among stakeholders.  

Other noteworthy initiatives, such as those in 
China, the Bahamas, and the Caribbean, are also 

proliferating globally. The European Central Bank's 
Digital Euro, in particular, prioritizes regulatory 
compliance and user privacy, while India's Digital 
Rupee aims to integrate millions of people into a 
digital payments infrastructure. These pilots clearly 
demonstrate that CBDC architecture is shaped not 
only by technology but also by socioeconomic 
objectives. Therefore, in addition to the four systems 
discussed in this study, it is crucial to examine other 
global examples from a design and policy 
perspective. 

This study not only offers technical comparisons 
but also sheds light on the societal impacts of digital 
currencies. In particular, the evaluations on financial 
inclusion, data privacy, and economic sovereignty 
demonstrate that CBDC designs have the power to 
shape not only economic but also socio-political 
systems. In this respect, the study appeals not only to 
technology and economic experts but also to 
policymakers and social scientists. 
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e-CNY  Digital Yuan 
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PBOC  People's Bank of China 
PoS   Proof of Stake 
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RMB     Chinese Yuan 
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XCD    Eastern Caribbean Dollars 



80 BABIR GULIYEV & ANDRAS BETHLENDI 
 

SCIENTIFIC CULTURE, Vol. 12, No 1.1, (2026), pp. 64-80 

REFERENCES 

Allende, M., León, D. L., Cerón, S., Pareja, A., Pacheco, E., Leal, A., Worrall, D. J. (2024).Quantum resistance in 
blockchain networks. Scientific Reports, 13(1). 
Ante, L., Fiedler, I., & Strehle, E. (2021). The influence of stablecoin issuances on cryptocurrency markets. 

Finance Research Letters, 41, 101867. 
Appendino, M., Bespalova, O., Bhattacharya, R., Clevy, J. F., Geng, N., Komatsuzaki, T., Lesniak, J., Lian, W., 

Marcelino, S., Villafuerte, M., & Yakhshilikov, Y. (2023). Crypto assets and CBDCs in Latin America 
and the Caribbean: Opportunities and risks. International Monetary Fund. 

Auer, R., Cornelli, G., & Frost, J. (2020). Rise of the central bank digital currencies: Drivers, approaches, and 
technologies. Social Science Research Network. 

Bank for International Settlements (BIS). (2021). Central bank digital currencies: System design and 
interoperability. Group of Central Banks, Report No. 2. 

Bank for International Settlements (BIS). (2022). Central bank digital currencies: A new tool in the financial 
inclusion toolkit? FSI Insights on Policy Implementation No. 41. 

Branch, S., Ward, L. R., & Wright, A. (2023). The evolution of SandDollar. Intereconomics, 58(4). 
Buchanan, B. (2024). Military grade cryptography cracked? No! Retrieved from 

https://billatnapier.medium.com/a-major-advancement-on-quantum-cracking-48a484a28b51 
(Accessed 12 December 2024) 

CBN Editor. (2021, February 5). SWIFT launches joint venture in Beijing with the Chinese central bank’s digital 
currency research institute. China Banking News. 

Central Bank of The Bahamas. (2023). 2022 Annual Report & Statement of Accounts. 
Cheng, P. (2022). Decoding the rise of central bank digital currency in China: Designs, problems, and prospects. 

Journal of Banking Regulation, 24(2). 
Colebrook, C. R. (2022). The digitalization of money in the Bahamas. Central Bank of the Bahamas. 
Committee, E. A. (2022). Central bank digital currencies: A solution in search of a problem? London: Authority 

of the House of Lords. 
Dapp, M. M. (2021). From fiat to crypto: The present and future of money. Finance 4.0—Towards a Socio-

Ecological Finance System: A Participatory Framework to Promote Sustainability. 
de Haro Moraes, D., Pereira, J. P. A., Grossi, B. E., Mirapalheta, G., Smetana, G. M. M. A., Rodrigues, W., ... 

Simplício, M. (2024). Applying post-quantum cryptography algorithms to a DLT-based CBDC 
infrastructure: Comparative and feasibility analysis. Cryptology ePrint Archive. 

Eastern Caribbean Central Bank. (2024, December). Communiqué of the 108th meeting of the Monetary Council of 
the Eastern Caribbean Central Bank. https://www.eccb-centralbank.org/news/communique-of-the-
108th-meeting-of-the-monetary-council-of-the-eastern-caribbean-central-bank (Accessed 12 December 
2024). 

Financial Stability Board. (2023). G20 Roadmap on Cross-Border Payments and the Work on Multilateral 
Platforms. Basel, Switzerland: Financial Stability Board. 

Finch, K., Garcia-Singh, C., & Duke, K. (2021). Caribbean currency convertibility in an era of central bank digital 
currency. Working Paper, Central Bank of  Trinidad & Tobago, WP 05/2021. 

Francis Chan. (2021, December 6). How a digital yuan threatens China banks, Alipay, and WeChat Pay.  
 Bloomberg Intelligence Blog, Bloomberg LP. 

Haans, J., Linden, M. J., Castillo Esquivel, D., & Solano, O. G. A. (2023, June 23). Lessons from the first 
implemented CBDC: The Sand Dollar. Digital Euro Association. 

Haans, J., Linden, M. J., Castillo Esquivel, D., & Solano, O. G. A. (2023, June 23). Lessons from the first 
implemented CBDC: The Sand Dollar. Digital Euro Association. 

Hajian Berenjestanaki, M., Barzegar, H. R., El Ioini, N., & Pahl, C. (2024). Blockchain-based e-voting systems: A 
technology review. Electronics. 

Hrnjic, E., & Gordon, C. (2022). National study on central bank digital currency and stablecoin in the Maldives. 
United Nations Department of Economic and Social Affairs, 2022(ESCAP 2022). 

Hull, I., & Sattath, O. (2024). The properties of contemporary money. Journal of Economic Surveys, 38(4). 
Xie, T., Gai, K., Zhu, L., Wang, S., & Zhang, Z. (2024). RAC-Chain: An asynchronous consensus-based cross-

chain approach to scalable blockchain for the metaverse. ACM Transactions on Multimedia  Computing, 
Communications, and Applications. 

International Monetary Fund (IMF). (2022). Behind the scenes of central bank digital currency: Emerging trends, 

https://billatnapier.medium.com/a-major-advancement-on-quantum-cracking-48a484a28b51


81 BLOCKCHAIN VS. CENTRALIZED LEDGERS IN CBDCS 
 

SCIENTIFIC CULTURE, Vol. 12, No 1.1, (2026), pp. 64-80 

insights, and policy lessons. IMF Fintech Note 2022/004. 
International Monetary Fund (IMF). (2022). Fintech Note: Behind the scenes of central bank digital currencies. 

Washington, DC: International Monetary Fund. 
Jonathan Movroydis. (2022, March 23). What the rise of China’s digital currency could mean for the United 

States. Stanford Graduate School of Business, Stanford University. 
Khan, M. A., Javaid, S., Mohsan, S. A. H., Tanveer, M., & Ullah, I. (2024). Future-proofing security for UAVs 

with post-quantum cryptography: A review. IEEE Open Journal of the Communications Society. 
Koldovskyi, A., Shafranova, K., Navolska, N., et al. (2024). Navigating the digital frontier: A comparative 

examination of central bank digital currency (CBDC) and the quantum financial system (QFS). 
SocioEconomic Challenges, 8(1). 

Kosse, A., & Mattei, I. (2022). Gaining momentum—Results of the 2021 BIS survey on central bank digital 
currencies. BIS Papers No. 125. 

Marc Jones. (2022, February 16). Over $315,000 in digital yuan used every day at Olympics, PBOC official says. 
Reuters, Thomson Reuters Corp. 

Mishra, B., & Prasad, E. (2024). A simple model of a central bank digital currency. National Bureau of Economic 
Research, Working Paper 31198. 

Muharam, I. N., Tussyadiah, I. P., & Kimbu, A. N. (2024). Decentralising Airbnb: Testing the acceptability of 
blockchain-based sharing economy systems. Tourism Management. 

Ogiri, I. H. (2022). Evolution of eNaira for re-engineering the Nigerian emerging economy. Journal of Economics, 
Finance and Management Studies. 

Oriol Caudevilla. (2021, March 17). China’s digital yuan: Analysis and  opportunities for the Greater Bay 
Area. Peking University. 

Ozili, P. K. (2021). Central bank digital currency in Nigeria: Opportunities and risks. Munich Personal RePEc 
Archive. 

Ozili, P. K. (2023). Using eNaira CBDC to solve economic problems in Nigeria. 
Rani, P., Sachan, R. K., & Kukreja, S. (2024). A systematic study on blockchain technology in education: 

Initiatives, products, applications, benefits, challenges, and research direction. Computing, 106. 
Raphael Auer. (2022). Central bank digital currency: A tool in the financial inclusion toolkit. 
Rawat, P. (2023). Nigeria’s eNaira CBDC: What went wrong? New York: SC Johnson College of Business. 
Ree, J. (2023). Nigeria’s eNaira, one year after. WP/23/104. Washington, DC: International Monetary Fund. 
Rubeis, G. (2024). Ethical implications of blockchain technology in biomedical  research. Ethik Med.  

(Forthcoming). 
Sarkar, S., Srivastava, V., Mohanty, T., Debnath, S. K., & Mesnager, S. (2024). An efficient quantum oblivious 

transfer protocol. Cluster Computing. 
Scholten, T. L., Williams, C. J., Moody, D., Mosca, M., Hurley, W., Zeng, W. J., ... Gambetta, J. M. (2024). Assessing 

the benefits and risks of quantum computers. arXiv preprint arXiv:2401.16317. 
Sethaput, V., & Innet, S. (2024). Blockchain application for central bank digital  currencies (CBDC). Cluster 

Computing, 26(4). 
Special Report: The Future of Banking. (2021). The Economist, 439. 
Sunnewsonline. (2023). CBN upgrades eNaira app with NFC chip, widens sensitisation. 
Suyan Chen. (2021, July 16). Progress of research and development of E-CNY in China. Working Group on E-

CNY R&D, PBOC. 
Tinn, K. (2024). A theory model of digital currency with asymmetric privacy. Available at SSRN: 4891933. 
Van Vliet, B. (2023). Cryptocurrency anti-money laundering (AML) and know- your-customer (KYC) 

management system standard—requirements. Journal of Payments Strategy and Systems. 
World Bank. (2023). An analysis of trends in cost of remittance services. Remittance Prices Worldwide  (47). 
Zamora-Pérez, A., Coschignano, E., & Barreiro, L. (2022). Ensuring adoption of central bank digital currencies—

An easy task or a Gordian knot? ECB Occasional Paper 2022/307. 
Zhang, N., Budau, V., Solomon, F., Kao, K., Vucinic, M., & Miggiani, K. (2024). Central bank digital  currency data 

use and privacy protection. 
Zohuri, B., Nguyen, H. T., & Moghaddam, M. (2022). What is the cryptocurrency? Is it a threat to our national 

security, domestically and globally? 


